This page was exported from - Braindump2go Free Exam Dumps with PDF and V CE Callection
Export date: Sun Nov 24 15:19:08 2024 / +0000 GMT

2016-Dec-New91q Exam 300-135 Dumps Free Download in
raindump2go[61-70

2016/12 New Cisco 300-135: Troubleshooting and Maintaining Cisco |P Networks (TSHOOT v2.0) Exam Questions New Updated
Today!Free Instant Download 300-135 Exam Dumps (PDF & VCE) 91Q& As from Braindump2go.com Today! 100% Real Exam
Questions! 100% Exam Pass Guaranteed! 1.]2016/12 New Cisco 300-135 Exam Dumps (PDF & VCE) 91Q&As Download:
http://www.brai ndump2go.com/300-135.html2.]2016/12 New Cisco 300-135 Exam Questions & Answers.

https://1drv.ms/f/sl Avl 7wzKf6QBjgSej 29ul PgehTPOH QUESTION 61The implementations group has been using the test bed to do
a “proof-of-concept' that requires both Client 1 and Client 2 to access the WEB Server at 209.65.200.241. After several changesto
the network addressing, routing scheme, DHCP services, NTP services, layer 2 connectivity, FHRP services, and device security, a
trouble ticket has been opened indicating that Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to
isolated the cause of this fault and answer the following questions.What is the solution to the fault condition? A.  In Configuration
mode, using the interface range Fa 1/0/1 - 2, then no switchport port- security interface configuration commands. Then in exec mode
clear errdisable interface fa 1/01 - 2 vlan 10 commandB. In Configuration mode, using the interface range Fa 1/0/1 - 2, then no
switchport port- security, followed by shutdown, no shutdown interface configuration commands.C.  In Configuration mode, using
the interface range Fa 1/0/1 - 2, then no switchport port- security interface configuration commands.D.  In Configuration mode,
using the interface range Fa 1/0/1 - 2, then no switchport port- security interface configuration commands. Then in exec mode clear
errdisable interface fa 1/0/1, then clear errdisable interface fa 1/0/2 commands. Answer: BExplanation:On ASW1, we need to
remove port-security under interface fal/0/1 & fal/0/2.

http://www.cisco.com/en/US/tech/ABC389/ABC621/technologies tech note09186a00806¢ d87b.shtml Ticket 8 : Redistribution of
EIGRP to OSPFTopology Overview (Actual Troubleshooting lab design isfor below network design)- Client Should have IP
10.2.1.3- EIGRP 100 is running between switch DSW1 & DSW2- OSPF (Process ID 1) isrunning between R1, R2, R3, R4-
Network of OSPF is redistributed in EIGRP- BGP 65001 is configured on R1 with Webserver cloud AS 65002- HSRP is running
between DSW1 & DSW2 SwitchesThe company has created the test bed shown in the layer 2 and layer 3 topology exhibits. This
network consists of four routers, two layer 3 switches and two layer 2 switches.In the IPv4 layer 3 topology, R1, R2, R3, and R4 are
running OSPF with an OSPF process number 1.DSW1, DSW2 and R4 are running EIGRP with an AS of 10. Redistribution is
enabled where necessary.R1 is running a BGP AS with a number of 65001. This AS has an eBGP connection to AS 65002 in the

I SP's network. Because the company's address space isin the private range.R1 is also providing NAT trandations between the inside
(10.1.0.0/16 & 10.2.0.0/16) networks and outside (209.65.0.0/24) network. ASW1 and ASW?2 are layer 2 switches.NTP is enabled on
all deviceswith 209.65.200.226 serving as the master clock source.The client workstations receive their IP address and default
gateway via R4's DHCP server.The default gateway address of 10.2.1.254 is the IP address of HSRP group 10 which is running on
DSW1 and DSW2.In the IPv6 layer 3 topology R1, R2, and R3 are running OSPFv3 with an OSPF process number 6.DSW1, DSW2
and R4 are running RIPng process name RIP_ZONE.The two IPv6 routing domains, OSPF 6 and RIPng are connected via GRE
tunnel running over the underlying IPv4 OSPF domain. Redistrution is enabled where necessary.Recently the implementation group
has been using the test bed to do a “proof-of-concept' on several implementations. This involved changing the configuration on one
or more of the devices. Y ou will be presented with a series of trouble tickets related to issues introduced during these configurations.
Note: Although trouble tickets have many similar fault indications, each ticket hasits own issue and solution.Each ticket has 3 sub
guestions that need to be answered & topology remains same.Question-1 Fault is found on which device,Question-2 Fault condition
isrelated to,Question-3 What exact problem is seen & what needs to be done for solutionClient is unable to ping IP 209.65.200.241
Solution: Steps need to follow as below:- When we check on client 1 & Client 2 desktop we are not receiving DHCP address from
R4 ipconfig ----- Client will be receiving IP address 10.2.1.3- IP 10.2.1.3 will be able to ping from R4, but cannot ping from R3, R2,
R1- Thisclearly shows problem at R4 since EIGRP is between DSW1, DSW2 & R4 and OSPF protocol is running between R4, R3,
R2, R1 so routes from R4 are not propagated to R3, R2, R1- Since R4 isable to ping 10.2.1.3 it means that routes are received in
EIGRP & same needs to be advertised in OSPF to ping from R3, R2, R1.- Need to check the routes are being advertised properly or
not in OSPF & EIGRP vice-versa.
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- From above snap shot it clearly indicates that redistribution done in EIGRP is having problem & by default all routes are denied
from ospf to EIGRP... so need to change route-map name.- Change required: On R4, in redistribution of EIGRP routing protocol, we
need to change name of route-map to resolve the issue... QUESTION 62The implementations group has been using the test bed to do
a “proof-of-concept' that requires both Client 1 and Client 2 to access the WEB Server at 209.65.200.241. After several changesto
the network addressing, routing scheme, DHCP services,NTP services, layer 2 connectivity, FHRP services, and device security, a
trouble ticket has been opened indicating that Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to
isolated the cause of this fault and answer the following questions.On which device is the fault condition located? A. R1B. R2C.

R3D. R4E. DSWI1F. DSW2G. ASWI1H. ASW?2 Answer: DExplanation:On R4, in the redistribution of EIGRP routing
protocol, we heed to change name of route- map to resolve theissue. It references route-map OSPF_to EIGRP but the actual route
map is called OSPF->EIGRP. QUESTION 63The implementations group has been using the test bed to do a “proof-of-concept' that
requires both Client 1 and Client 2 to access the WEB Server at 209.65.200.241. After several changes to the network addressing,
routing scheme, DHCP services, NTP services, layer 2 connectivity, FHRP services, and device security, atrouble ticket has been
opened indicating that Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to isolated the cause of this
fault and answer the following questions.The fault condition is related to which technology? A.  NTPB. 1P DHCP ServerC.

IPv4 OSPF RoutingD. IPv4 EIGRP RoutingE.  |Pv4 Route RedistributionF.  IPv6 RIP RoutingG.  1Pv6 OSPF RoutingH.
IPv4 and IPv6 Interoperabilityl. 1Pv4 layer 3 security Answer: EExplanation:On R4, in the redistribution of EIGRP routing
protocol, we need to change name of route- map to resolve theissue. It references route-map OSPF_to EIGRP but the actual route
map is called OSPF->EIGRP. QUESTION 64The implementations group has been using the test bed to do a “proof-of-concept' that
requires both Client 1 and Client 2 to access the WEB Server at 209.65.200.241. After several changes to the network addressing,
routing scheme, DHCP services, NTP services, layer 2 connectivity, FHRP services, and device security, atrouble ticket has been
opened indicating that Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to isolated the cause of this
fault and answer the following questions.Which is the solution to the fault condition? A.  Under the EIGRP process, delete the
redistribute ospf 1 route-map OSPF_to  EIGRP command and enter the redistribute ospf 1 route-map OSPF - > EIGRP command.
B. Under the EIGRP process, delete the redistribute ospf 1 route-map OSPF_to_ EIGRP command and enter the redistribute ospf
6 metric route-map OSPF - > EIGRP command.C. Under the OSPF process, del ete the redistribute eigrp10 subnets route-map
EIGPR - >OSPF command and enter the redistribute eigrp10 subnets route-map OSPF - > EIGRP command.D. Under the OSPF
process, delete the redistribute eigrpl10 subnets route-map EIGPR - >OSPF command and enter the redistribute eigrp10 subnets
route-map EIGPR - > OSPF command.E. Under the EIGRP process, delete the redistribute ospf 1 route-map OSPF _to  EIGRP
command and enter redistribute ospf 1 metric 100000 100 100 1 15000 routemap OSPF _to _EIGRP command Answer: A
Explanation:On R4, in the redistribution of EIGRP routing protocol, we need to change name of route- map to resolve the issue. It
references route-map OSPF_to_EIGRP but the actual route map is called OSPF->EIGRP. Ticket 9 : EIGRP AS numberTopology
Overview (Actua Troubleshooting lab design isfor below network design)- Client Should have IP 10.2.1.3- EIGRP 100 is running
between switch DSW1 & DSW2- OSPF (Process ID 1) is running between R1, R2, R3, R4- Network of OSPF isredistributed in
EIGRP- BGP 65001 is configured on R1 with Webserver cloud AS 65002- HSRP is running between DSW1 & DSW2 SwitchesThe
company has created the test bed shown in the layer 2 and layer 3 topology exhibits. This network consists of four routers, two layer
3 switches and two layer 2 switches.In the IPv4 layer 3 topology, R1, R2, R3, and R4 are running OSPF with an OSPF process
number 1.DSW1, DSW2 and R4 are running EIGRP with an AS of 10. Redistribution is enabled where necessary.R1 is running a
BGP AS with anumber of 65001. This AS has an eBGP connection to AS 65002 in the ISP's network. Because the company's
address space isin the private range.R1 is also providing NAT trandations between the inside (10.1.0.0/16 & 10.2.0.0/16) networks
and outside (209.65.0.0/24) network. ASW1 and ASW2 are layer 2 switches.NTP is enabled on all devices with 209.65.200.226
serving as the master clock source.The client workstations receive their |P address and default gateway via R4's DHCP server.The
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default gateway address of 10.2.1.254 is the IP address of HSRP group 10 which isrunning on DSW1 and DSW2.In the IPv6 layer 3
topology R1, R2, and R3 are running OSPFv3 with an OSPF process number 6.DSW1, DSW2 and R4 are running RIPng process
name RIP_ZONE.The two IPv6 routing domains, OSPF 6 and RIPng are connected via GRE tunnel running over the underlying
IPv4 OSPF domain. Redistrution is enabled where necessary.Recently the implementation group has been using the test bed to do a
“proof-of-concept' on several implementations. Thisinvolved changing the configuration on one or more of the devices. Y ou will be
presented with a series of trouble tickets related to issues introduced during these configurations.Note: Although trouble tickets have
many similar fault indications, each ticket has its own issue and solution.Each ticket has 3 sub questions that need to be answered &
topology remains same.Question-1 Fault is found on which device,Question-2 Fault condition is related to,Question-3 What exact
problem is seen & what needs to be done for solutionClient is unable to ping I P 209.65.200.241Sol ution: Steps need to follow as
below:- When we check on client 1 & Client 2 desktop we are not receiving DHCP address from R4 ipconfig ----- Client will be
receiving |P address 10.2.1.3- From Client PC we can ping 10.2.1.254- But IP 10.2.1.3 is not able to ping from R4, R3, R2, R1- This
clearly shows problem at R4 Kindly check routes in EIGRP there are no routes of eigrp.- Check the neighborship of EIGRP on R4;
there are no neighbor seen from DSW1 & DSW2 check the running config of EIGRP protocol it shows EIGRP AS 1 process.... Now

check on DSW1 & DSW20n DSW1 only one Eigrp neighbour is there with DSW2 but its not with R4... Brai “d umngo

- From above snapshot & since R4 has EIGRP AS number 1 due to which neighbour is not happening.- Change required: On R4,
IPV4 EIGRP Routing, need to change the EIGRP AS number from 1 to 10 since DSW1 & DSW?2 is having EIGRP AS number 10
QUESTION 65The implementations group has been using the test bed to do a “proof-of-concept' that requires both Client 1 and
Client 2 to access the WEB Server at 209.65.200.241. After several changesto the network addressing, routing scheme, DHCP
services, NTP services, layer 2 connectivity, FHRP services, and device security, atrouble ticket has been opened indicating that
Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to isolated the cause of this fault and answer the
following questions.On which device isthe fault condition located? A. R1B. R2C. R3D. R4E. DSWI1F. DSW2G.
ASW1H. ASW2 Answer: DExplanation:The EIGRP AS number configured on R4 iswrong. QUESTION 66T he implementations
group has been using the test bed to do a “proof-of-concept' that requires both Client 1 and Client 2 to access the WEB Server at
209.65.200.241. After several changes to the network addressing, routing scheme, DHCP services, NTP services, layer 2
connectivity, FHRP services, and device security, atrouble ticket has been opened indicating that Client 1 cannot ping the
209.65.200.241 address.Use the supported commands to isolated the cause of this fault and answer the following questions.The fault
condition is related to which technology? A. NTPB. IPDHCP ServerC. |Pv4 OSPF RoutingD. |Pv4 EIGRP RoutingE.

IPv4 Route RedistributionF.  IPv6 RIP RoutingG. 1Pv6 OSPF RoutingH.  1Pv4 and IPv6 Interoperabilityl. [Pv4 layer 3
security Answer: DExplanation:On R4, 1PV 4 EIGRP Routing, need to change the EIGRP AS number from 1 to 10 since DSW1 &
DSW?2 is configured to bein EIGRP AS number 10. QUESTION 67The implementations group has been using the test bed to do a
“proof-of-concept' that requires both Client 1 and Client 2 to access the WEB Server at 209.65.200.241. After severa changes to the
network addressing, routing scheme, DHCP services, NTP services, layer 2 connectivity, FHRP services, and device security, a
trouble ticket has been opened indicating that Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to
isolated the cause of this fault and answer the following questions.What is the solution to the fault condition? A.  Disable auto
summary on the EIGRP processB. Enable EIGRP on the FastEthernet0/0 and FastEthernet0/1 interface using the no
passive-interface command.C. Change the AS number on the EIGRP routing process from 1 to 10 to much the AS number used on
DSW1 and DSW2.D. Under the EIGRP process, delete the network 10.1.4.0 0.0.0.255 command and enter the network 10.1.4.4
0.0.0.252 and 10.1.4.8 0.0.0.252 commands. Answer: CExplanation:On R4, IPV4 EIGRP Routing, need to change the EIGRP AS
number from 1 to 10 since DSW1 & DSW?2 is configured to be in EIGRP AS number 10. Ticket 10 : VLAN Access MapTopology
Overview (Actual Troubleshooting lab design isfor below network design)- Client Should have |P 10.2.1.3- EIGRP 100 is running
between switch DSW1 & DSW2- OSPF (Process ID 1) is running between R1, R2, R3, R4- Network of OSPF isredistributed in
EIGRP- BGP 65001 is configured on R1 with Webserver cloud AS 65002- HSRP is running between DSW1 & DSW2 SwitchesThe
company has created the test bed shown in the layer 2 and layer 3 topology exhibits. This network consists of four routers, two layer
3 switches and two layer 2 switches.In the IPv4 layer 3 topology, R1, R2, R3, and R4 are running OSPF with an OSPF process
number 1.DSW1, DSW2 and R4 are running EIGRP with an AS of 10. Redistribution is enabled where necessary.R1 is running a
BGP AS with anumber of 65001. This AS has an eBGP connection to AS 65002 in the ISP's network. Because the company's
address space isin the private range.R1 is also providing NAT translations between the inside (10.1.0.0/16 & 10.2.0.0/16) networks
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and outside (209.65.0.0/24) network. ASW1 and ASW2 are layer 2 switches.NTP is enabled on al devices with 209.65.200.226
serving as the master clock source.The client workstations receive their |P address and default gateway via R4's DHCP server.The
default gateway address of 10.2.1.254 isthe IP address of HSRP group 10 which isrunning on DSW1 and DSW2.In the IPv6 layer 3
topology R1, R2, and R3 are running OSPFv3 with an OSPF process number 6.DSW1, DSW2 and R4 are running RIPng process
name RIP_ZONE.The two IPv6 routing domains, OSPF 6 and RIPng are connected via GRE tunnel running over the underlying
IPv4 OSPF domain. Redistrution is enabled where necessary.Recently the implementation group has been using the test bed to do a
“proof-of-concept' on several implementations. This involved changing the configuration on one or more of the devices. Y ou will be
presented with a series of trouble tickets related to issues introduced during these configurations.Note: Although trouble tickets have
many similar fault indications, each ticket has its own issue and solution.Each ticket has 3 sub questions that need to be answered &
topology remains same.Question-1 Fault is found on which device,Question-2 Fault condition is related to,Question-3 What exact
problem is seen & what needs to be done for solutionClient 1 is unable to ping IP 209.65.200.241Sol ution: Steps need to follow as
below:- When we check on client 1 & Client 2 desktop we are not receiving DHCP address from R4 ipconfig ----- Client will be
receiving |P address 10.2.1.3- From Client PC we can ping 10.2.1.254....- But IP 10.2.1.3 is not able to ping from R4, R3, R2, R1
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Change required: On DSW1, VALN ACL, Need to delete the VLAN access-map testl whose action isto drop access-list 10;
specifically 10.2.1.3 QUESTION 68T he implementations group has been using the test bed to do a “proof-of-concept' that requires
both Client 1 and Client 2 to access the WEB Server at 209.65.200.241. After several changes to the network addressing, routing
scheme, DHCP services, NTP services, layer 2 connectivity, FHRP services, and device security, atrouble ticket has been opened
indicating that Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to isolated the cause of this fault and
answer the following questions.On which device is the fault condition located? A. R1B. R2C. R3D. R4E. DSWIF.
DSW2G. ASWI1H. ASW?2 Answer: EExplanation:On DSW1, VALN ACL, Need to delete the VLAN access-map testl whose
action isto drop access-list 10; specifically 10.2.1.3 QUESTION 69T he implementations group has been using the test bed to do a
“proof-of-concept’ that requires both Client 1 and Client 2 to access the WEB Server at 209.65.200.241. After several changesto the
network addressing, routing scheme, DHCP services, NTP services, layer 2 connectivity, FHRP services, and device security, a
trouble ticket has been opened indicating that Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to
isolated the cause of this fault and answer the following questions.The fault condition is related to which technology? A. NTPB.
IPDHCP HelperC. 1Pv4 EIGRP RoutingD. [Pv6 RIP RoutingE. IPv4 layer 3 securityF.  Switch-to-Switch ConnectivityG.
Loop PreventionH. AccessVlansl. Port Securityd. VLAN ACL / Port ACLK. Switch Virtual Interface Answer: J
Explanation:On DSW1, VALN ACL, Need to delete the VL AN access-map testl whose action is to drop access-list 10; specifically
10.2.1.3 QUESTION 70The implementations group has been using the test bed to do a "proof-of-concept' that requires both Client 1
and Client 2 to access the WEB Server at 209.65.200.241. After several changes to the network addressing, routing scheme, DHCP
services, NTP services, layer 2 connectivity, FHRP services, and device security, atrouble ticket has been opened indicating that
Client 1 cannot ping the 209.65.200.241 address.Use the supported commands to isolated the cause of this fault and answer the
following questions.The fault condition is related to which technology? A.  Under the global configuration mode enter no
access-list 10 command.B.  Under the global configuration mode enter no access-map vlan 10 command.C.  Under the global
configuration mode enter no vlan access-map testl 10 command.D. Under the global configuration mode enter no vlan filter testl
vlan-list 10 command. Answer: CExplanation:On DSW1, VALN ACL, Need to delete the VLAN access-map testl whose action is
to drop access-list 10; specifically 10.2.1.3 Ticket 11 : IPV6 OSPFTopology Overview (Actual Troubleshooting lab designisfor
below network design)- Client Should have IP 10.2.1.3- EIGRP 100 is running between switch DSW1 & DSW2- OSPF (Process ID
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1) isrunning between R1, R2, R3, R4- Network of OSPF isredistributed in EIGRP- BGP 65001 is configured on R1 with
Webserver cloud AS 65002- HSRP is running between DSW1 & DSW2 SwitchesThe company has created the test bed shown in the
layer 2 and layer 3 topology exhibits.This network consists of four routers, two layer 3 switches and two layer 2 switches.In the IPv4
layer 3 topology, R1, R2, R3, and R4 are running OSPF with an OSPF process number 1.DSW1, DSW2 and R4 are running EIGRP
with an AS of 10. Redistribution is enabled where necessary.R1 is running a BGP AS with a number of 65001. ThisAS has an
eBGP connection to AS 65002 in the | SP's network. Because the company's address space isin the private range.R1 isaso
providing NAT translations between the inside (10.1.0.0/16 & 10.2.0.0/16) networks and outside (209.65.0.0/24) network. ASW1
and ASW2 are layer 2 switches.NTP is enabled on all devices with 209.65.200.226 serving as the master clock source.The client
workstations receive their |P address and default gateway via R4's DHCP server.The default gateway address of 10.2.1.254 isthe IP
address of HSRP group 10 which isrunning on DSW1 and DSW2.1n the IPv6 layer 3 topology R1, R2, and R3 are running OSPFv3
with an OSPF process number 6.DSW1, DSW2 and R4 are running RIPng process name RIP_ZONE.The two |Pv6 routing domains,
OSPF 6 and RIPng are connected via GRE tunnel running over the underlying IPv4 OSPF domain. Redistrution is enabled where
necessary.Recently the implementation group has been using the test bed to do a “proof-of-concept' on several implementations. This
involved changing the configuration on one or more of the devices. Y ou will be presented with a series of trouble tickets related to
issues introduced during these configurations.Note: Although trouble tickets have many similar fault indications, each ticket hasits
own issue and solution.Each ticket has 3 sub questions that need to be answered & topology remains same.Question-1 Fault is found
on which device,Question-2 Fault condition is related to,Question-3 What exact problem is seen & what needs to be done for
solution Solution: Steps need to follow as below:- When we check on client 1 &
Client 2 desktop we are not receiving DHCP address from R4 ipconfig ----- Client will be receiving IP address 10.2.1.3- From Client
PC we can ping 10.2.1.254....- But IP 10.2.1.3 is able to ping from R4, R3, R2, R1.- Since the problem isR1 (2026::111:1) is not
able to ping loopback of DSW1 (2026::102:1).- Kindly check for neighbourship of routers as IPV6.... As per design below
neighbourship should be present for IPV6R1 ---R2 --- R3 --- R4--- DSW1 & DSW?2 ----- Neighbourship between devices of IF’VGM

R2 IPV6 OSPF neighbourship iswith R1 FE-Sseses s R3 IPV6 OSPF neighbourship iswith
R4 b iy
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- As per above snapshot we cannot see PV 6 neighbourship between R2 & R3 when checked interface configuration ipv6 ospf area
0ismissing on R2 which is connected to R3- Change required: On R2, IPV6 OSPF routing, Configuration is required to add ipv6
ospf 6 area 0 under interface serial 0/0/0.23 '''RECOMMEND!!! 1.Braindump2go]2016/12 New Cisco 300-135 Exam Dumps
(PDF & VCE) 91Q& As Download: http://www.braindump2go.com/300-135.html 2.Braindump2go]|2016/12 New Cisco 300-135
Exam Questions & Answers. Y ouTube Video: Y ouTube.com/watch?v=zG-7PXuae5Q
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